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 Global supply chains face unprecedented risks of disruption from geopolitical 
conflicts, pandemic-related closures, and labor shortages. Traditional risk 
management approaches rely on structured historical data and fail to capture 
real-time signals from unstructured sources such as news reports and social 
media. This paper proposes a multimodal deep learning framework that 
integrates natural language processing with anomaly detection algorithms to 
enable early warning of supply chain disruptions. The framework processes 
news articles, social media streams, and operational data through specialized 
neural network modules. LSTM autoencoders detect temporal anomalies while 
transformer-based models extract risk signals from multilingual text. Cross-
modal fusion through graph neural networks correlates heterogeneous risk 
factors. Experimental evaluation on real-world datasets demonstrates 92.1% 
recall and 93.4% precision with a 42-minute average prediction lead time. Case 
studies validate practical applicability across manufacturing sectors. 

1. Introduction

1.1. Background and Motivation 

1.1.1. Supply chain disruption landscape in the post-pandemic era 

Manufacturing enterprises worldwide experienced severe operational interruptions during 2020-2024 due to cascading 
disruptions across global supply networks. Production facilities encountered sudden closures from government-
mandated lockdowns, transportation bottlenecks, and supplier failures. The automotive industry witnessed production 
halts affecting 7.7 million vehicles in 2021 alone due to semiconductor shortages. Port congestion at major logistics hubs 
created delivery delays exceeding 30 days for critical components. Geopolitical tensions disrupted established trade 
routes and supplier relationships, forcing companies to restructure entire procurement strategies. These events exposed 
fundamental vulnerabilities in just-in-time inventory systems and concentrated supplier networks. Enterprise resource 
planning systems captured only internal operational metrics and missed external risk signals emerging from news cycles 
and social media discussions. 

1.1.2. Limitations of traditional risk management approaches 

Conventional risk assessment methodologies depend on historical incident databases and periodic supplier audits. Risk 
scoring models evaluate supplier financial health through annual reports published months after reporting periods. 
Manual monitoring of news sources requires a significant number of human resources and introduces delays in threat 
identification. Statistical process control charts detect anomalies only after deviations exceed predefined thresholds, 
missing gradual degradation patterns[1]. Spreadsheet-based risk registers lack integration with real-time operational data 
streams. These reactive approaches fail to provide actionable warnings before disruptions materialize into operational 
impacts. 
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1.2. Problem Statement and Research Gap 

1.2.1. Challenges in processing unstructured multimodal data 

Supply chain risk signals manifest across diverse information channels, including regulatory announcements, social 
media posts, weather forecasts, and sensor telemetry. News articles discussing factory fires appear in multiple languages 
across regional publications. Social media platforms contain real-time reports from workers about labor disputes or 
equipment failures. Extracting relevant risk indicators from noisy text streams requires sophisticated natural language 
understanding. Correlating text-based signals with structured operational metrics presents integration challenges due to 
semantic gaps between data modalities. Existing systems process each data source independently without cross-modal 
reasoning capabilities. 

1.2.2. Real-time detection and accuracy trade-offs 

Deployment environments demand sub-second response times for processing incoming data streams while maintaining 
high detection precision. False positive alerts cause operational disruptions and erode user trust in automated warning 
systems. Balancing sensitivity to detect emerging risks against specificity to avoid spurious alerts remains an unsolved 
challenge. Deep learning models achieve high accuracy on benchmark datasets but struggle with concept drift when 
deployed in production environments [3]. The computational overhead of transformer models limits their applicability for 
real-time inference on streaming data. 

1.2.3. Correlation analysis of heterogeneous risk factors 

Supply chain disruptions result from complex interactions between multiple risk factors operating across different 
timescales. A geopolitical announcement may not impact operations for several weeks until inventory buffers deplete. 
Labor shortages signaled by social media correlate with production delays only when combined with capacity utilization 
data. Traditional correlation analysis assumes linear relationships and fails to capture nonlinear dependencies in high-
dimensional risk spaces. 

1.3. Research Objectives and Contributions 

1.3.1. Proposed multimodal deep learning framework 

This research develops an integrated architecture that processes heterogeneous data sources through specialized neural 
network modules tailored to each modality. The text analysis module employs transformer-based encoders fine-tuned 
on supply chain domain vocabulary to extract semantic features from news articles and social media posts. Named entity 
recognition identifies suppliers, facilities, and products mentioned in text streams. The anomaly detection module 
implements LSTM autoencoders trained on operational time series to identify deviations from standard production 
patterns. Ensemble methods combine isolation forests and local outlier factor algorithms to reduce false positive rates. 
A cross-modal fusion layer uses graph neural networks to model supplier relationships and attention mechanisms to 
weight different risk signals. The framework outputs risk scores and generates natural language explanations for detected 
threats. 

2. Related Work and Literature Review 

2.1. AI-Based Supply Chain Risk Management 

2.1.1. Machine learning approaches for supply chain optimization 

Supervised learning algorithms have been applied to demand forecasting using historical sales data and promotional 
calendars. Random forest classifiers predict supplier delivery delays based on order characteristics and vendor 
performance metrics. Support vector machines segment suppliers into risk categories using financial indicators and 
quality audit scores[3]. Clustering techniques identify groups of similar disruption patterns from incident databases. 
Reinforcement learning optimizes inventory policies under demand uncertainty. These approaches assume the 
availability of labeled training data and struggle to generalize to unprecedented disruption scenarios. 

2.1.2. Deep learning applications in risk prediction 
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Neural network architectures have demonstrated superior performance on complex pattern recognition tasks compared 
to traditional machine learning methods. Convolutional neural networks extract spatial features from sensor arrays 
monitoring production equipment. Recurrent neural networks model temporal dependencies in demand fluctuations and 
price volatility[4]. Autoencoders learn compressed representations of high-dimensional operational data for anomaly 
detection. Deep reinforcement learning agents learn optimal response strategies through simulation of disruption events. 
Transfer learning enables adaptation of pre-trained models to new supply chain contexts with limited domain-specific 
data[5]. 

2.1.3. Research gaps in comprehensive early warning capabilities 

Existing literature focuses primarily on single-stage risk management tasks such as supplier evaluation or demand 
forecasting. Comprehensive frameworks integrating risk identification, assessment, and response planning remain 
underdeveloped. Most studies analyze historical disruption data retrospectively rather than implementing real-time 
monitoring systems. The integration of unstructured external data sources with internal operational metrics receives 
limited attention. Multilingual text processing capabilities are absent from published supply chain risk management 
systems. 

2.2. Multimodal Data Analysis in Supply Chains 

2.2.1. Text mining and NLP for supply chain intelligence 

Natural language processing techniques extract structured information from unstructured text documents. Topic 
modeling algorithms discover latent themes in collections of supplier contracts and regulatory filings. Sentiment analysis 
quantifies the tone of earnings call transcripts and analyst reports. Named entity recognition identifies organizations, 
locations, and products mentioned in news articles. Event extraction detects mentions of disruptions such as strikes, 
natural disasters, and bankruptcies[6]. Machine translation enables analysis of foreign language sources from 
international suppliers. Pre-trained language models such as BERT provide contextualized representations that improve 
downstream classification tasks. 

2.2.2. IoT sensor data and operational analytics 

Industrial Internet of Things deployments generate vast quantities of sensor telemetry from production equipment, 
warehouse automation systems, and transportation fleets. Temperature sensors monitor cold chain integrity for 
pharmaceutical and food products. Vibration sensors detect equipment degradation before failures occur. RFID readers 
automate inventory tracking and enable item-level traceabilityError! Reference source not found.. Smart meters 
measure energy consumption patterns correlated with production volumes. Machine learning models predict remaining 
useful life of equipment from sensor readings. 

2.2.3. Hybrid fusion strategies for heterogeneous data 

Multimodal learning combines information from different data types to improve prediction accuracy beyond what is 
achievable from individual modalities. Early fusion concatenates features from different modalities before input to a 
unified model. Late fusion combines predictions from separate models trained on each modality. Intermediate fusion 
shares representations across modalities through cross-attention mechanisms [7]. Graph-based fusion represents different 
data sources as nodes in a heterogeneous network, with typed edges encoding the relationships between them. 

2.3. Anomaly Detection and Early Warning Techniques 

2.3.1. Statistical methods versus machine learning approaches 

Classical anomaly detection relies on statistical hypothesis testing to identify observations deviating from expected 
distributions. Control charts monitor process means and variances using Shewhart rules. Time series decomposition 
separates signals into trend, seasonal, and residual components to detect unusual residuals. Machine learning methods 
learn normal behavior patterns from data without explicit probabilistic models. Clustering algorithms identify outliers 
as points distant from cluster centroids. The interpretability of statistical methods contrasts with the higher accuracy but 
lower transparency of machine learning approaches. 
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2.3.2. Deep learning architectures: LSTM, GNN, and Transformers 

Long Short-Term Memory networks process sequential data through gated recurrent units that selectively retain or forget 
information across time steps. LSTM autoencoders learn compressed representations of normal time series patterns and 
detect anomalies based on reconstruction errors exceeding learned thresholds [8]. The encoder compresses input 
sequences into fixed-length latent vectors while the decoder reconstructs the original sequences from latent 
representations. Industrial IoT platforms deploy deep learning algorithms for real-time anomaly detection across 
distributed sensor networks, achieving high accuracy in manufacturing environments[9]. Graph Neural Networks 
propagate information across network structures to model relationships between entities. Supplier networks represented 
as graphs enable detection of indirect risk propagation through multi-hop dependencies. Transformer architectures apply 
self-attention mechanisms to model long-range dependencies without recurrent processing. 

3. Proposed Multimodal Deep Learning Framework 

3.1. Overall Architecture and Data Pipeline 

3.1.1. System architecture overview 

The framework consists of three primary processing modules that operate in parallel on incoming data streams before 
merging results through a fusion layer. Data ingestion connectors interface with external APIs and internal databases to 
acquire news articles, social media posts, and operational telemetry. A preprocessing pipeline normalizes heterogeneous 
data formats into standardized representations suitable for neural network input. The text analysis module processes 
natural language content through transformer encoders and classification heads. The anomaly detection module analyzes 
time series data through LSTM autoencoders and ensemble detectors. The fusion module constructs a heterogeneous 
information network representing suppliers, facilities, products, and detected risk events as typed nodes with weighted 
edges. Graph neural networks perform message passing to aggregate risk signals across the network structure[10]-[11]. 

3.1.2. Data acquisition layer 

News aggregation services provide APIs delivering articles from international sources including Reuters, Bloomberg, 
Associated Press, and regional business publications. RSS feeds capture announcements from government agencies 
regulating trade, labor, and environmental compliance. Social media streaming interfaces access public posts from X 
(formerly Twitter), LinkedIn, and industry forums. Enterprise resource planning systems expose database views 
containing purchase orders, production schedules, inventory levels, and quality metrics. Manufacturing execution 
systems stream real-time sensor data from production equipment including cycle times, rejection rates, and downtime 
events. Transportation management systems provide shipment tracking data with estimated and actual arrival times. All 
data sources timestamp records with UTC timestamps enabling temporal synchronization across modalities. 

3.1.3. Preprocessing and normalization pipeline 

Text preprocessing removes HTML markup, advertisements, and boilerplate content from web-scraped articles. 
Language detection classifies documents into language categories using character n-gram features. Machine translation 
converts non-English content into English using neural translation models. Tokenization converts text into word pieces 
compatible with transformer vocabulary. Named entity recognition labels organization names, locations, dates, and 
quantities. Time series preprocessing resamples irregular sensor data onto fixed time intervals through interpolation. 
Missing value imputation fills gaps using forward-fill methods. Z-score normalization standardizes features to zero mean 
and unit variance. Sliding window segmentation converts continuous streams into fixed-length input sequences matching 
model input dimensions. 

3.2. NLP-Based Text Analysis Module 

3.2.1. Multilingual text preprocessing 

The system processes documents in English, Mandarin Chinese, Spanish, German, and Japanese to monitor global supply 
chain signals. Character encoding detection identifies document encoding schemes such as UTF-8, GB2312, and Shift-
JIS to prevent corruption during parsing. Language-specific tokenization rules account for differences in word boundary 
conventions across languages. Chinese text undergoes word segmentation using learned character-level models. Stop 
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word removal eliminates high-frequency function words that carry minimal semantic content. Part-of-speech tagging 
annotates grammatical categories enabling syntax-aware feature extraction. Named entity recognition identifies supplier 
names, facility locations, product categories, and disruption event types using domain-specific entity dictionaries. 

3.2.2. Feature extraction using transformer models 

BERT encoder layers transform input token sequences into contextualized embedding vectors capturing semantic 
meaning based on surrounding context. The base BERT model contains 12 transformer layers with 768-dimensional 
hidden states. Domain adaptation through continued pre-training on supply chain documents adjusts model parameters 
to reflect specialized vocabulary. The [CLS] token representation aggregates sentence-level semantics suitable for 
downstream classification. Sentiment analysis classifiers predict whether text expresses positive, negative, or neutral 
sentiment regarding supplier performance or operational conditions. Multi-label classification enables simultaneous 
detection of multiple risk types mentioned in a single document. Named entity embeddings capture semantic 
relationships between suppliers and locations through vector arithmetic operations. 

Table 1: Text Analysis Module Architecture Specifications 

Component Architecture Parameters Input Dimension Output Dimension 

BERT Encoder 12 Transformer Layers 110M 512 tokens 768 features 

NER Tagger BiLSTM-CRF 4.2M 768 features 15 entity types 

Sentiment Classifier Feed-forward Network 590K 768 features 3 classes 

Topic Model LDA - 10K vocabulary 20 topics 

Event Classifier Multi-label MLP 1.1M 768 features 8 event types 

Table 1 presents the detailed architecture specifications for neural network components in the text analysis module. The 
BERT encoder processes variable-length input sequences up to 512 tokens, generating 768-dimensional contextual 
embeddings for each token position. The named entity recognition tagger employs bidirectional LSTM layers followed 
by conditional random field decoding to identify 15 entity types. The multi-label event classifier simultaneously detects 
eight disruption categories including factory closures, labor strikes, transportation delays, quality issues, regulatory 
violations, natural disasters, financial distress, and cyber incidents. 

3.2.3. Event detection and classification 

Disruption event detection identifies textual mentions of supply chain threats requiring immediate attention. Training 
datasets contain manually annotated news articles labeling relevant sentences with event categories and severity levels. 
Binary classifiers determine whether a document contains any supply chain risk information using cross-entropy loss 
functions. Sequence labeling models identify event trigger words and extract associated entities such as affected suppliers 
and expected impact durations. Temporal expression recognition parses date references to establish event timelines. 
Severity estimation predicts expected operational impact using regression models trained on historical disruption 
outcomes. Alert aggregation clusters related events from multiple sources to avoid redundant notifications. 

3.3. Anomaly Detection and Risk Correlation Module 

3.3.1. Time series anomaly detection using LSTM autoencoders 

The LSTM autoencoder architecture consists of an encoder network compressing input sequences into fixed-length latent 
representations and a decoder network reconstructing original sequences from latent codes. The encoder processes 
multivariate time series through stacked LSTM layers with 128 hidden units per layer. Input sequences contain 168 
hourly observations across 15 operational metrics including production volume, inventory levels, order backlog, 
equipment utilization, quality defect rates, energy consumption, and cycle times. The encoder outputs a 32-dimensional 
latent vector summarizing sequence characteristics. Training minimizes mean squared error between input sequences 
and reconstructed outputs using Adam optimization with learning rate 0.001. Anomaly detection during inference 
computes reconstruction error for each input sequence as the sum of squared differences between actual and 
reconstructed values. Sequences with reconstruction errors exceeding the 95th percentile threshold are flagged as 
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anomalies[12]. We set the anomaly threshold to 0.012, which corresponds to the 95th percentile of reconstruction errors 
on the development set. 

Figure 1: LSTM Autoencoder Architecture for Time Series Anomaly Detection 

 

Figure 1 illustrates the encoder-decoder architecture employed for anomaly detection on multivariate operational time 
series. The diagram displays the encoder section on the left with three stacked LSTM layers (128 units each) processing 
168-timestep input sequences of 15 variables. Green rectangular blocks represent LSTM cells with curved arrows 
indicating recurrent connections maintaining hidden state across time steps. The central bottleneck layer compresses 
temporal patterns into a 32-dimensional latent vector shown as a narrow blue vertical bar. The decoder section on the 
right mirrors the encoder with three LSTM layers expanding the latent representation back to full sequence dimensions. 
Orange rectangular blocks represent decoder LSTM cells. Red dashed lines connect corresponding encoder and decoder 
layers. A residual connection adds the latent vector to intermediate decoder layers improving gradient flow. The bottom 
section shows a sample input time series plot with production volume on the y-axis and time steps on the x-axis, with 
normal fluctuation patterns in blue and an injected anomaly spike in red. Color-coded error bars below each time step 
visualize reconstruction error magnitude, with the anomaly region exceeding the threshold line marked in red. 

3.3.2. Ensemble anomaly detection algorithms 

Single algorithm approaches suffer from detection bias toward specific anomaly types based on algorithmic assumptions. 
Isolation Forest excels at detecting global outliers deviating from overall data distribution but struggles with local 
anomalies. Local Outlier Factor detects local density-based anomalies but exhibits computational complexity scaling 
quadratically with sample size. The ensemble approach combines predictions from multiple base detectors using 
weighted voting schemes. Each base detector produces an anomaly score for input samples. The ensemble aggregation 
function computes a weighted sum: Ensemble_Score = 0.4 × IF_score + 0.35 × LOF_score + 0.25 × OCSVM_score. 
Weight values were optimized through grid search on validation data to maximize F1 score. A sample is classified as 
anomalous when the ensemble score exceeds threshold 0.75. 

Table 2: Anomaly Detection Algorithm Performance Comparison 

Detection Method Precision Recall F1 Score False Positive Rate Computational Time (ms) 

Isolation Forest 0.847 0.923 0.883 8.3% 12.4 

Local Outlier Factor 0.891 0.876 0.883 6.7% 31.7 

One-Class SVM 0.825 0.901 0.861 9.8% 8.6 

LSTM Autoencoder 0.913 0.887 0.900 4.2% 45.3 

Ensemble (Proposed) 0.934 0.921 0.927 2.1% 53.1 

Table 2 compares detection performance across individual algorithms and the proposed ensemble approach on the 
validation dataset containing 2,847 normal samples and 312 confirmed anomaly instances. The ensemble achieves 
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superior F1 score and lowest false positive rate, justifying the increased computational overhead. The LSTM autoencoder 
demonstrates strong precision but requires significantly more computation than tree-based methods. 

3.3.3. Cross-modal risk correlation analysis 

Graph neural networks model supplier relationships and risk propagation through multi-hop network paths. The supply 
chain network is represented as a heterogeneous graph with typed nodes including suppliers, manufacturers, distribution 
centers, and customers. Edges represent material flows, information exchanges, and financial relationships. Node 
features encode operational metrics, financial health indicators, and geographic attributes. A two-layer graph attention 
network aggregates information from neighboring nodes through learned attention weights. The first layer computes 
attention coefficients: α_ij = softmax(LeakyReLU(a^T [W h_i || W h_j])) where h_i represents node i features. These 
coefficients weight neighbor contributions during feature aggregation: h'_i = σ(Σ_j α_ij W h_j). Temporal attention 
mechanisms weight historical disruption patterns based on recency and relevance to current conditions. 

Table 3: Cross-Modal Fusion Architecture Specifications 

Component Type 
Input 
Dimensions 

Output 
Dimensions 

Attention 
Heads 

Parameters 

Supplier Node Encoder GCN 64 features 128 features - 8.2K 

Facility Node Encoder GCN 48 features 128 features - 6.1K 

Edge Feature Encoder MLP 32 features 64 features - 2.0K 

Graph Attention Layer 1 GAT 128 features 256 features 8 262K 

Graph Attention Layer 2 GAT 256 features 128 features 8 262K 

Temporal Attention Multi-head 128 features 128 features 4 66K 

Risk Scoring Layer MLP 128 features 1 score - 16K 

Table 3 details the architecture of the cross-modal fusion module that integrates text-derived risk signals with anomaly 
detection outputs through graph-based reasoning. The two-layer graph attention network propagates information across 
the supplier network structure while learning which connections are most relevant for risk prediction. The temporal 
attention component weights historical disruption patterns based on relevance to current conditions. 

4. Experimental Evaluation and Case Studies 

4.1. Experimental Setup and Datasets 

4.1.1. Dataset description and preprocessing 

The evaluation dataset comprises three synchronized data streams collected over 24 months from January 2023 to 
December 2024. The news corpus contains 127,843 articles from Reuters Business, Bloomberg Supply Chain, Wall 
Street Journal Logistics, and specialized trade publications. The social media dataset includes 2.3 million public posts 
from X (formerly Twitter) matching supply chain-related hashtags. The operational dataset consists of hourly 
observations from 47 manufacturing facilities across automotive, semiconductor, pharmaceutical, and consumer 
electronics sectors. Participating companies provided anonymized data extracts from enterprise resource planning 
systems. Geographic coverage spans North America, Europe, and the Asia-Pacific regions. 

Data preprocessing standardized heterogeneous data formats into a unified schema. News articles underwent HTML 
cleaning and boilerplate text filtering. Language detection identified non-English content for translation. Time series 
preprocessing resampled irregular sensor data onto hourly intervals through linear interpolation. Missing values were 
filled using forward-fill methods. Z-score normalization standardized each variable independently. 

 

 



The Artificial Intelligence and Machine Learning Review  

[105] 

4.1.2. Evaluation metrics 

Detection performance is quantified through precision, recall, F1 score, and false positive rate computed on held-out test 
data. Precision measures the proportion of issued alerts corresponding to actual disruptions: Precision = TP / (TP + FP). 
Recall quantifies the proportion of actual disruptions successfully detected: Recall = TP / (TP + FN). F1 score combines 
precision and recall through harmonic mean: F1 = 2 × (Precision × Recall) / (Precision + Recall). Prediction lead time 
measures the interval between alert generation and actual operational impact. 

4.1.3. Baseline methods for comparison 

The proposed framework is compared against five baseline approaches representing current state-of-practice. The rule-
based system applies expert-defined keyword matching to news articles and threshold-based control charts to operational 
metrics. The statistical baseline uses ARIMA time series forecasting with exponential smoothing. The machine learning 
baseline trains random forest classifiers on manually engineered features. The LSTM baseline applies recurrent networks 
separately to operational time series without text integration. The BERT baseline applies transformer models to news 
classification without operational data. 

Table 4: Experimental Dataset Statistics 

Data Source Volume Time Period 
Sampling 
Rate 

Languages Variables 

News Articles 127,843 articles Jan 2023 - Dec 2024 Real-time 5 languages N/A 

Social Media Posts 2.3M posts Jan 2023 - Dec 2024 Real-time 8 languages N/A 

Operational Data 412,560 observations Jan 2023 - Dec 2024 Hourly N/A 15 metrics 

Confirmed 
Disruptions 

284 events Jan 2023 - Dec 2024 Event-driven N/A N/A 

Supplier Network 1,247 nodes Static snapshot N/A N/A 64 attributes 

Table 4 summarizes key statistics of the evaluation dataset. News articles and social media posts provide unstructured 
text data capturing external risk signals. Operational data supplies structured time series from internal enterprise systems. 
Confirmed disruptions represent ground truth labels manually verified from incident reports and production logs. 

4.2. Performance Analysis 

4.2.1. NLP module effectiveness 

The text analysis module processes news articles and social media posts to extract risk signals. Sentiment classification 
achieves 89.4% accuracy on a manually labeled test set of 3,200 supply chain articles rated by domain experts. Cross-
lingual sentiment analysis maintains consistent performance across languages with accuracy ranging from 87.2% 
(Japanese) to 91.3% (English). Event detection precision reaches 86.7% with recall of 81.4% on a test set containing 
2,400 news articles. Factory closure events exhibit the highest detection accuracy (94.3% F1) while labor shortage events 
prove most challenging (78.9% F1). Named entity recognition achieves 91.2% F1 score for supplier organization names. 
Topic modeling discovers 20 coherent themes including semiconductor shortages, port congestion, and labor disputes. 

4.2.2. Anomaly detection performance 

The LSTM autoencoder achieves reconstruction error of 0.0043 on normal operational sequences and 0.0287 on 
confirmed anomaly sequences. Setting the detection threshold at reconstruction error 0.012 (for the LSTM module) 
yields 88.7% recall and 91.3% precision. For the final ensemble output, which integrates results from all detectors, a 
decision threshold of 0.75 is applied to the normalized ensemble score. The ensemble detector achieves 92.1% recall 
and 93.4% precision, outperforming individual algorithms. 
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Table 5: Disruption Detection Performance by Event Category 

Event Type Occurrences 
Detection 
Recall 

Precision 
Average Lead Time 
(minutes) 

Coverage 

Factory Closure 23 95.7% 95.7% 127 100% 

Labor Strike 31 87.1% 90.0% 89 93.5% 

Transportation Delay 67 92.5% 91.8% 34 97.0% 

Quality Issue 42 85.7% 88.2% 51 88.1% 

Supplier Financial 
Distress 

18 94.4% 100% 178 100% 

Natural Disaster 14 100% 93.3% 246 100% 

Cyber Incident 9 77.8% 87.5% 12 88.9% 

Equipment Failure 80 90.0% 92.4% 28 95.0% 

Overall 284 92.1% 93.4% 42 94.7% 

Table 5 breaks down detection performance by disruption category. Factory closures and natural disasters benefit from 
extensive news coverage providing early signals with long lead times exceeding two hours. Equipment failures are 
detected primarily through operational sensor signals with shorter lead times. Financial distress achieves perfect 
precision because credit market signals provide reliable indicators without false positives. 

4.2.3. End-to-end early warning capability 

End-to-end evaluation measures performance from raw data ingestion through alert generation. The complete processing 
pipeline achieves average latency of 73 milliseconds for news articles and 52 milliseconds for operational data samples. 
Alert aggregation reduces notification volume by 64% through deduplication of correlated signals. Natural language 
explanation generation provides human-readable justifications for each alert. User evaluation with 12 supply chain 
managers indicates that 87% of high-severity alerts prompt immediate investigation. The system detected emerging 
semiconductor shortages 6 weeks before production impacts materialized. Port congestion alerts provided 3-day warning 
enabling logistics teams to reroute shipments.  Per-document inference latency (excluding I/O) is measured on a single 
NVIDIA A100 80GB with batch size 8; end-to-end latency depends on upstream feed latency. 

Figure 2: Detection Performance Across Baseline Methods 

 

Figure 2 presents a grouped bar chart comparing detection performance metrics across the proposed framework and five 
baseline methods. The horizontal axis lists the six approaches: Rule-Based, Statistical (ARIMA), Machine Learning 
(Random Forest), LSTM-Only, BERT-Only, and Proposed Framework. The vertical axis ranges from 0 to 100 
representing percentage values. Three grouped bars at each position represent Precision (blue), Recall (orange), and F1 
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Score (green). The Rule-Based method shows bars at 71% precision, 58% recall, and 64% F1. The Statistical method 
achieves 74% precision, 63% recall, and 68% F1. The Machine Learning method reaches 79% precision, 71% recall, 
and 75% F1. The LSTM-Only approach attains 85% precision, 79% recall, and 82% F1. The BERT-Only method 
achieves 81% precision, 67% recall, and 74% F1. The Proposed Framework towers above baselines with 93% precision, 
92% recall, and 93% F1. Annotations above the Proposed Framework bars highlight the performance improvement: 
"+14 pp precision", "+13 pp recall", "+11 pp F1" compared to the best baseline. 

4.3. Case Studies and Practical Applications 

4.3.1. Case study 1: Factory closure prediction during geopolitical events 

In March 2024, escalating geopolitical tensions in Eastern Europe threatened semiconductor manufacturing operations. 
The framework detected early warning signals on March 3rd when news articles reported energy supply concerns and 
social media posts discussed potential facility evacuations. Text analysis identified mentions of a critical supplier facility 
with sentiment scores indicating high anxiety. The graph neural network identified 17 downstream manufacturers 
dependent on this facility. Risk scores increased from baseline 0.12 to elevated 0.78. On March 9th, the framework 
issued a high-severity alert predicting potential production disruption within 2-4 weeks. Supply chain managers activated 
contingency plans including qualifying alternative sources. On March 24th, the facility announced temporary closure. 
Manufacturers with advance warning-maintained production continuity. The alert provided 15 days advance notice, 
preventing estimated $8.4 million in lost production revenue. 

4.3.2. Case study 2: Labor shortage detection in semiconductor industry 

The semiconductor industry experienced acute labor shortages during Q3 2024. The framework detected early signals 
on July 12th through social media analysis revealing increased worker dissatisfaction discussions. Sentiment analysis 
showed negative trend intensifying over two weeks. On July 19th, local news reported union organizing activities at a 
major fabrication facility. On July 26th, operational data showed elevated employee turnover rates. The framework 
correlated these signals, predicting high probability of production disruption. On August 2nd, the facility announced 
35% capacity reduction due to insufficient staffing. The framework had issued warnings 21 days prior, enabling 
semiconductor customers to build safety stock. 

4.3.3. Decision support implications for procurement and production planning 

The framework transforms risk detection into actionable decision support through integration with enterprise planning 
systems. Risk prioritization algorithms rank suppliers by expected disruption probability and business impact severity. 
For suppliers with elevated risk scores above 0.65, the system recommends increasing safety stock to buffer against 
potential disruptions. Optimization algorithms compute cost-optimal inventory positions balancing carrying costs against 
stockout risks. Production planning modules receive disruption forecasts enabling schedule optimization. The framework 
generates executive dashboards visualizing supply chain risk exposure across business units and geographic regions. 

Figure 3: Time Series Visualization of Disruption Prediction 
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Figure 3 displays a multi-panel time series visualization demonstrating the framework's prediction capability. The figure 
contains three vertically stacked panels sharing a common horizontal time axis spanning 30 days from February 15 to 
March 15, 2024. The top panel plots the risk score output from the framework as a blue line ranging from 0 to 1. Risk 
score remains at baseline 0.15 until February 28 when it begins climbing, crossing threshold 0.65 on March 3, triggering 
an alert. Risk score peaks at 0.89 on March 10 before declining after the actual disruption occurs on March 11. The 
middle panel displays contributing signal strengths from different modalities: news sentiment (green line), social media 
volume (orange line), and operational anomaly score (purple line). All three lines track together showing coordinated 
increase beginning February 28. The bottom panel shows production volume as a gray filled area chart remaining stable 
at 485 units per hour until March 11 when it drops sharply to 127 units per hour. A shaded blue region from March 3 to 
March 11 indicates the "warning period" between alert generation and disruption realization. 

5. Conclusion and Future Directions 

5.1. Summary of Contributions 

5.1.1. Novel multimodal fusion architecture for supply chain risk perception 

This research introduces an integrated framework that combines natural language processing with anomaly detection 
through graph-based fusion mechanisms. The architecture processes heterogeneous data sources including news articles, 
social media streams, and operational time series through specialized neural network modules tailored to each modality. 
Cross-modal integration through graph neural networks enables correlation analysis across disparate information 
sources. Experimental validation demonstrates that multimodal fusion improves detection recall by 13 percentage points 
compared to the best single-modal baseline. 

5.1.2. Effective integration of NLP and anomaly detection techniques 

The framework successfully combines state-of-the-art natural language processing using transformer models with 
ensemble anomaly detection on operational time series. BERT-based text encoding captures semantic meaning from 
multilingual news sources. LSTM autoencoders identify temporal pattern deviations in operational metrics. The 
integration enables detection of disruptions characterized by both external signals and internal operational changes. 
Implementation demonstrates that sophisticated deep learning techniques can be deployed in industrial environments 
meeting real-time latency requirements. 

5.1.3. Demonstrated improvements in early warning accuracy and timeliness 

Experimental evaluation on 24 months of real-world data establishes performance benchmarks for multimodal supply 
chain risk detection. The framework achieves 92.1% recall and 93.4% precision with false positive rate of 2.1%. The 
average prediction lead time of 42 minutes provides actionable warnings, enabling proactive mitigation responses. In 
contrast, specific slow-developing disruptions, such as facility closures, exhibit much longer lead times (e.g., up to 15 
days in the top 5% of cases). Case studies document specific business value, including a 15-day warning that allowed 
manufacturers to avoid $8.4 million in production losses. 

5.2. Limitations and Challenges 

5.2.1. Data quality and availability constraints 

The framework performance depends critically on access to high-quality, timely data sources. News article APIs require 
commercial subscriptions adding recurring costs. Social media platforms impose rate limits restricting data access 
volumes. Supplier willingness to share operational data remains limited due to competitive concerns. Missing or delayed 
data degrades prediction accuracy and increases latency. Small enterprises lack sophisticated data infrastructure limiting 
deployment feasibility. 

5.2.2. Interpretability versus accuracy trade-offs 

Deep neural networks achieve superior prediction accuracy compared to traditional statistical methods but provide 
limited transparency into decision logic. Supply chain managers require understanding of why specific alerts are 
generated to build trust and guide mitigation actions. Black-box models face adoption resistance in risk-critical 
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applications. The framework partially addresses interpretability through natural language explanation generation citing 
contributing data sources. 

5.3. Future Research Directions 

5.3.1. Integration of large language models for zero-shot risk detection 

Recent advances in large language models such as GPT-4 demonstrate remarkable capabilities for zero-shot learning on 
new task types without task-specific training data. These models could detect novel disruption categories not represented 
in historical training sets. Prompting techniques could elicit risk assessment from language models processing news 
articles. Fine-tuning large language models on supply chain domain data could improve accuracy while retaining 
flexibility. 

5.3.2. Explainable AI for stakeholder trust and transparency 

Explainable AI techniques provide transparency into model predictions supporting human decision-making. SHAP 
values quantify the contribution of each input feature to specific predictions. Attention visualization highlights which 
words or time steps receive highest weight during processing. Counterfactual explanations show how predictions would 
change if specific inputs were different. User studies with supply chain practitioners should evaluate which explanation 
types are most useful for decision support. 

5.3.3. Federated learning for privacy-preserving cross-enterprise collaboration 

Supply chain risk management benefits from collaborative intelligence aggregating insights across multiple enterprises. 
Sharing operational data raises privacy and competitive concerns limiting data availability. Federated learning enables 
training machine learning models across decentralized datasets without sharing raw data. Enterprises train local models 
on proprietary data then share only model parameters with a central coordinator. Differential privacy techniques add 
noise to shared parameters preventing inference of sensitive information. 
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